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1
Discussion

The 5G system is introducing a new set of functionalities with respect to the EPS. In particular, aspects that have an impact on the identities considered for the 5G system are:
· Support of potential different types of subscriptions: this requires support on the type of permanent user identity considered in the system for authentication, subscription profile retrieval, etc.
· support of a variety of devices: this has impact e.g. on the identities used to identify the actual physical device

· support of a variety of accesses: this has impact on several mechanisms, from authentication to the type of information that the UE and the access can provide to the 5G core network.

This paper discusses the requirements regarding the 5G system identities, and proposes a set of identities to be considered in TS 23.501.

1.1 LS “Liaison Statement on 5G Capabilities and Requirements” from GSMA
From the LS “Liaison Statement on 5G Capabilities and Requirements” from GSMA in S2-163271:
Identities, Numbering and addressing

The mobile identities defined in today's mobile systems (IMSI, MSISDN, IMEI) provide the ability to: 

· Uniquely identify the user at network access level and to point to the user’s subscription record.

· Uniquely identify the user at service level allowing addressing of the subscriber for operator services (e.g. voice, SMS, etc.).

· Uniquely identify the device attached to the network.

The support of these globally unique identities has enabled consumers to communicate with each other independently of which network they subscriber to, and to achieve true mobility by allowing subscribers to roam onto other operators’ networks whilst still achieving service continuity.  

With the separation of access and service layer, new identities have been defined within the IMS (e.g. Private User Identity, Public User Identity) to maintain these principles in VoLTE and RCS.

Network 2020 have reviewed these identities, and their applicability within 5G with focus on the number of connections projected for Internet of Things and the potential evolution towards “internet-like” identities and services.

Network 2020 have agreed that there is no significant advantage in discontinuing the use of the existing mobile identities. However the following requirements should be taken into consideration by 3GPP in 5G standardisation:

· Continue to maintain the separation of access layer identities and service layer identities and allow these identities to evolve independently. 

· Reallocation of IMSIs is generally low. While the IMSI is not necessarily a scarce resource, it could be beneficial to analyse mechanisms that make reallocation easier.

· The MSISDN is needed for personal communication, however it is not required for all IoT use cases.

· Back office / charging systems should not depend on the existence of the MSISDN.

· Identification of the type of devices should rely on a scheme that, unlike the recently defined external identifier, is independent of the service provider identity. 
· Replacement of MSISDN
· For MTC/IoT
· Only visible up to level where MSISDN is visible (not seen in CN, there is a mapping to IMSI)
· Intra-CN charging only related to charging (IMSI)
· Note: external ID is an FQDN type of identifier with MCC, MNC, whereas MSISDN has no such information
· In the area of personal communications 3GPP should consider the possibility of introducing “internet-friendly” identities alongside the MSISDN and this should be taken into account in the system design. {this is “external identity”} GSMA Network 2020 does not hold a strong opinion as to whether number-portability equivalent mechanisms should be defined for ‘internet-friendly’ identities.

Also in the area of identities, Network 2020 desires to expand the identity services that are being deployed (e.g. Mobile Connect, MNO ID services), especially in the area of credential management and privacy protection. 

1.2 Identities Related to the UE

Three types of identities can be identified in relation to a UE:

· Permanent subscriber identity: this is the identity that the UE used for authentication and subscription profile retrieval by the AMF to enable the UE to access to the system. In EPS, the equivalent is the IMSI. This can be referred to as the Permanent Subscriber Identity (PSI)

· Equipment identifier: this identifies the actual device. In 3GPP systems, this is the IMEI. This is referred to as the Equipment Identifier.
NOTE: the term Equipment Identifier is introduced to align with SA3 discussion and terminology.

· User identity: in the 5G system, the establishment of PDU sessions and the instantiation of network slice instances may be authenticated by the CN with the external Data Network (in case of a PDU session) or by the service provider providing the slice services. This can be referred to as the Service User Identity (SSI)

Not all identities may be in use for a UE in all cases, and in some cases some of the identities may have identical values.
1.2.1 Subscriber Identity

1.2.1.1 Use of IMSI
In EPS, the subscriber identity is the IMSI. It can be argued that continuing the use only of IMSI in the 5G system may be against some of the 5G systems architectural concepts, like the support of a variety of access technologies (which may not use an IMSI at all) via the same 5G core network.
However, the use of IMSI remains important for devices using at least one 3GPP access technology for a variety of reasons, including:

· compatibility with EPS, for interworking and roaming to EPS

· compatibility with charging and accounting systems based on the use of IMSI
The IMSI encodes, besides the specific subscriber identity, the identity of the Home PLMN via the MCC and MNC. MCC and MNC remain important for routing of signalling and identification of PLMNs.

Proposal 1:  An IMSI is one possible type of PSI. 

1.2.1.2 Use of alternative identifiers

In the following discussion, a 3GPP UE is considered a UE that operates at least one 3GPP access technology (note that a 3GPP UE may also have non-3GPP access technologies). A non-3GPP-only UE is considered a UE that does not use any 3GPP access technologies. 

Also, in this discussion, a 3GPP subscription is a subscription with credentials provided and managed by an MNO. A non-3GPP subscription corresponds to credentials issued by an entity that is not a PLMN. 

Other scenarios are being considered for deployments of 5G systems and for subscriptions. SA1 in TS 22.261 has stated:

8.3
Authentication

…
The 5G system shall support operator controlled alternative authentication methods (i.e., alternative to AKA) with different types of credentials for network access for IoT devices to allow new isolated deployment scenarios (e.g., for industrial automation). 

As an example, the following scenarios are relevant to the 5G system:
· a 3GPP UE using a 3GPP subscription (i.e. IMSI-based subscription)

· a non-3GPP only UE using a 3GPP subscription

· a 3GPP UE using a non-3GPP subscription (i.e. a subscription not based on IMSI)

· a non-3GPP only UE using a non-3GPP subscription. 

In order to cater for these scenarios, choosing only the IMSI as the permanent subscriber identity of a UE is limiting. Adopting a more generic permanent subscriber identity that can have multiple formats, depending on the use case, enables to cater for multiple scenarios. 
This paper proposes the following way forward:

· Define a Permanent Subscriber Identity (PSI) which is used in the description of the system functionality

· The PSI can have multiple formats, including:

· IMSI (for 3GPP UEs and for 3GPP subscriptions)

· Non-IMSI (with format to be defined depending on the use case, FFS until SA1 and SA3 work is completed)

· The system functionality description in TS 23.501 and the procedures defined in TS 23.502 refer only to the PSI and do not specify the format, wherever possible. Note: for some procedures and some functionality, there may be differences depending on the format of the PSI. 

· The PSI is in the format of a NAI 
· This enables a variety of subscription types, since multiple types of identifiers (e.g. IMSI) can be converted into a NAI
· Optimizations are anyway possible, since a UE sending an IMSI in place of a NAI is still compliant with sending an identifier in a NAI format, and therefore in case of IMSI-based subscriptions only a NAI will be sent over the air.

NOTE: with the adoption of an identifier of this format, size is of concern both for over the air signalling, CN signalling, CDR, etc. However, the advantage of this type of PSI is greater flexibility and the ability to support a variety of use cases.

· When a UE presents the PSI to the network, it is necessary for the network to be able to distinguish the type of PSI that the UE is presenting. Therefore, a PSI Type must be provided by the UE together with the PSI (Note: whether the PSI Type is coded as part of the PSI is a stage 3 detail to be left to CT groups). 
Proposal 2: in order to cater with a variety of device types, subscription types, and deployment/use cases, a Permanent Subscriber Identity is defined. The PSI can assume different formats for different subscription/device/use cases. The  UE presents the network with an indication of the PSI format being used. 
1.2.1.3 Roaming scenarios

It has to be noted that, no matter what the PSI format is, the PSI must always convey an address of the home network (e.g. MCC and MNC in the case of IMSI) to enable roaming cases. Specifically to enable signaling request to be routed to the correct home network. Moreover, the presence of this address may be needed for CN node selection, together with other information.

Proposal 3: in order to enable roaming scenarios, the PSI needs to contain the address of the home network. In case it is provided, this must be in the format of MCC and MNC. 

It has to be noted that, even for non-3GPP credentials not based on an IMSI, the entity issuing the credentials could get an MCC (e.g. a generic MCC like in the case discussed for MTC, where MCC is decoupled in this case from the geographical representation of the MCC) and possibly an MNC, allocated directly to the entity or provided by an MNO partner of the entity issuing the credentials. 
1.2.1.4 Interworking with EPC

Interworking with EPC is being defined for the 5G system. The UE PSI needs to support interworking with EPC, even when the PSI is in a non-IMSI format. Three main scenarios can be considered when the UE is provided:
· Option 1: a UE that is allocated a non-IMSI PSI is also always allocated an additional PSI in the IMSI format. This option is restrictive and forces the entity issuing the non-IMSI credentials to also issue an IMSI 

· Option 2: enable interworking based on a Derived GUTI that the UE creates based on the subscriber temporary identity that the UE is allocated by an AMF in the 5G system. This option does not cover all use cases, including the scenario where a roaming UE connects first with the EPC (in which case it needs an IMSI), or other scenarios in which even if the UE has a Derived GUTI, it needs to present an IMSI to the EPC.

· Option 3: create a Derived IMSI from the non-IMSI PS, and create a Derived GUTI from the 5G temporary subscriber identity assigned to the UE by the 5G system. 
In some scenarios, operators may have an MCC and an MNC but not use UICC for certain devices or use cases, and can include the MCC and MNC in the PSI. PSI can contain MCC and MNC in two scenarios: 
· the entity providing the non-IMSI credentials (home network) obtains an MNC and MCC 
· the entity providing the non-IMSI credentials (home network) uses the MCC and MNC of a supporting MNO (e.g. service Provider give the UE the MCC/MNC of a partner MNO). When UE uses the Derived IMSI based on such MCC and MNC, the authentication goes to the partner MNO network and then is routed to the SP. 
It is proposed to adopt option 3. 
Proposal 4: for interworking with the EPC, the UE creates a Derived IMSI from the PSI when the PSI contains an MCC and an MNC. The UE also creates a Derived GUTI from the 5G subscriber temporary identity.
Proposal 5: if the PSI does not contain an MCC and an MNC, the UE is not allowed to connect to the legacy EPC. 
Note: When the UE provides a Derived IMSI, an indication of Derived IMSI is needed for the partner MNO to identify.
1.2.1.5 Use of multiple formats

It has to be noted that it is FFS whether there may be scenarios in which a UE might need to provide to the network multiple formats of the PSI, e.g. if a UE has been allocated a PSI in the form of an IMSI and a PSI in a non-IMSI format, the UE provides both to the network. 
1.2.2 Equipment Identifier
In pre rel. 15 3GPP systems, the ME is identified by an IMEI. For 3GPP UEs in Rel. 15, no reasons have been identified as to why an IMEI cannot continue to be used for UEs that use at least one 3GPP access interface.

However, as described above different types of devices and different use cases need to be supported. Some devices may not have an IMEI allocated and may rely on different types of device identity.

Therefore, similarly to the PSI, it is proposed to define the Permanent Equipment Identifier (PEI) as the identifier of the physical UE, and to allow the PEI to have multiple formats depending on the device type.  
Proposal 6: in order to cater with a variety of device types and deployment/use cases, a Permanent Equipment Identifier (PEI) is defined for the physical device accessing the 5G system. The PEI can assume different formats for different device types and use cases, however if the UE supports at least one 3GPP access technology, the UE must be allocated a PEI in the IMEI format. The PEI is presented by the UE to the network with an indication of the PEI format being used. 
1.2.3 User Identity

In the 5G system, the establishment of PDU sessions and the instantiation of network slice instances may be authenticated by the CN with the external Data Network (in case of a PDU session) or by the service provider providing the slice services. 

In order to enable such mechanisms, the UE must provide to the network an identity that is used for the authentication. Such identity needs to be separate from the PSI to enable a variety of use cases, though the PSI may also be used in some scenarios. 

Proposal 7: the 5G system defines a Service User Identity (SUI) presented by the UE to the network to identify the user/subscriber in procedures. The SUI is not used at registration with the 5G system and is not presented to the AMF in order to identify the subscriber. It is proposed for the SUI to be in NAI format. 
1.3 Temporary Subscriber Identity 
1.3.1 Format and Functionality of Temporary Subscriber Identity for the 5G CN

A temporary UE identity (the GUTI) is allocated in EPS once the UE has successfully attached to the EPS. The GUTI is used in subsequent signalled procedures, thus avoiding the need to provide the permanent identity (the IMSI) at each procedure.
The GUTI also serves another function: it enables the identification, by the RAN, of the CN function (the MME) that is serving the UE, thus enabling the RAN to correctly select the serving CN function when the UE enters connected mode after the UE was IDLE.

The 5G system is expected to adopt a similar temporary identity, called 5G Globally Unique Temporary Identity (5GGUTI). The purpose of the 5GGUTI is to provide an unambiguous identification of the UE that does not reveal the the subscriber permanent identity in the 5G System (5GS). The 5GGUTI allows also the selection of an  AMF that could serve the UE. It can be used by the network and the UE to establish the UE's identity during signalling between them in the 5G system. 
Proposal 8: Upon successful registration and authentication of the UE, the AMF shall allocate a 5GGUTI to the UE. The UE shall use the 5GGUTI in following signalling procedures, as applicable.  

In the EPS, the GUTI was derived by the CN based on a successful registration based on the IMSI, and the GUTI format was independent of the IMSI. 

Proposal 9: it is proposed that the 5GGUTI format is independent of the format of the PSI presented by the UE.
1.3.1.1 Selection of Serving AMF

The format of the GUTI in the EPS is based on specific EPS functionality, e.g. the CN node selection. Specifically, the EPS GUTI contains the GUMMEI in order to enable the RAN to identify the current serving MME.  
When considering the format of the 5GGUTI, considerations about network virtualization need to be made. With the CN being virtualized, and with the intention to support stateless CN nodes, a “strict” and “inflexible” identifier such as the GUMMEI is not appropriate. A CN node identifier that enables the AN to identify an appropriate AMF needs to enable the network to dynamically select any AMF that can support the specific UE and handle the UE context. This means that when the UE goes from IDLE mode to connected mode and a new N2 instance needs to be created, the CN node selection mechanism may allow the AN to select a different AMF from the one previously serving the UE. 
1.3.1.2 Proposal for 5GGUTI

Proposal 10: Define a 5GGUTI that:

· Temporary Subscriber Identifier (TSI) component uniquely identifying a UE in the scope of a set of serving AMFs, without revealing the PSI or PEI of the UE, similarly to the M-TMSI in EPS. The TSI format is independent of the format of the PSI provided by the UE. The TSI has two logical components:

· the M-TMSI, used also for IW and mobility to legacy EPC

· an optional 5G M-TMSI extension, used in the 5G system, and that is not used when the UE moves to EPC. 5G M-TMSI is used if the number of devices supported requires a numbering space bigger than the M-TMSI.   
· has a Temporary CN Identifier (TCNI) that enables the AN to identify to the "data centre" where the data layer which serve the UE, while enabling flexibility in selecting different AMFs. 
· Contains the address (e.g. the MCC and MNC) of the serving network. 
Note: whether the MCC and MNC of the serving network is coded in the TCNI or is separate is a stage 3 detail.
The TCNI is used to enable the AN to perform the data centre selection, based on the algorithm in the AN that considers the TCNI, the MCC, the MNC and other criteria. The definition of the algorithm is FFS.

It has to be noted that the TCNI is similar to the concept of MME Group. However, in this case a specific MMEID is not included in the 5GGUTI to enable a flexible selection of an AMF. 
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Figure 1. Format of 5G GUTI .

1.3.2 Temporary UE identity for interworking with the EPC

In order to enable a UE registered with the 5G core network to move to the EPC, one of the following options needs to be considered:
· Option 1: no temporary identity mapping between the 5G system and EPC. In such option, when then UE moves to EPC it always performs a registration procedure with a Derived identifier being the IMSI
· Option 2: the 5GGUTI is defined in such a way that it is possible to derive a GUTI from the 5GGUTI
· Option 3: when the AMF allocates the 5GGUTI, the AMF allocates to the UE that has a subscription enabling access to the EPC other information, e.g. an “MME Identifier”, only to be used together with the 5GGUTI to form a GUTI when it moves to EPC.
It is proposed to adopt Option 3.

Proposal 11: it is proposed that when the AMF allocates the 5GGUTI to the UE, the AMF allocates to a UE that has a subscription enabling access to the EPC also a 5GMMEI only to be used together with the M-TMSI and PLMN ID when it moves to EPC.
The following figure describes how a GUTI for the EPC can be derived from the 5GGUTI and the 5GMMEI.
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Figure 2. Mapping of 5G GUTI to EPC GUTI
1.3.3 Avoid “Stickiness” to the Serving AMF

When considering the selection of the Serving AMF, it is important that for the lifetime of an N2 instance, the same AMF “instance” serves the UE and the AN always addresses signaling to the same AMF “instance”. What is needed (i.e. what in TR 23.799 is called avoidance of stickiness in clause 8.19) is that “within one NAS transaction” the same AMF “instance” handles the UE context, and for this a new identifier needs to be passed to AN e.g. a NAS transaction identifier to allow the RAN to pass the subsequent message to the same CN node (e.g. AMF).
Two options need to be considered for the use of the NAS Transaction ID:

· option 1: UE is provided NAS Transaction ID and it uses in subsequent RRC messages
· option 2: AN stores the NAS Transaction ID and does not provide it to the UE, and the AN maps the UE identity to the current NAS Transaction ID.

NOTE: it is FFS whether option 2 works in error cases, therefore it is suggested to leave the choice between option 1 and 2 open. 

Proposal 12: upon initiation of a NAS procedure, the CN allocates a NAS Transaction ID to be used for future signalling over the N2 for the lifetime of an N2 interface instance for a specific UE. 
The following figure describes the use of the NAS Transaction ID.
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Figure 3. Use of 5G GUTI and NAS Transaction ID in 5G System

The following describes the use for the NAS Transaction ID:

1. the UE triggers an RRC procedure and provides the 5GGUTI together with the NAS Message for the AMF

2. the AN selects the AMF type or the “pool” of AMFs that can serve the UE based on the 5GGUTI (TCNI, MCC and MNC)

3. the AN sends an N2 message to the selected AMF “pool”

4. the AMF “pool” selects a serving AMF. The Serving AMF processes the NAS message and allocates a NAS Transaction ID.

5. The Serving AMF sends an N2 message to AN including a NAS Message and the NAS Transaction ID.

6. The AN sends the NAS message to the UE. In case of option 1, the AN provides the NAS Transaction ID to the UE. In option 2, the AN stores the NAS Transaction ID for future N2 messages to the AMF.

7. The UE replies with an RRC message containing a NAS Message. In option 1, the UE also provides the received NAS Transaction ID.

8. The AN forwards the NAS Message over N2. In option 1, the AN uses the NAS Transaction ID provided by the UE. In option 2, the AN uses the stored NAS Transaction ID.

9. The AMF sends a message to the AN including a NAS Transaction ID and other parameters related to the specific N2 messages.

10. The AN replies with an N2 message containing the NAS Transaction ID and other parameters related to the specific N2 messages.
1.4 Data Network Name
In the EPC, the APN is used to identify the data network to which a PDN connection provides user plane connectivity.

In TR 23.799, the Data Network Name is used in the exact same way as an APN. It seems logical to define the DNN as being an APN. This also simplifies the interworking with the EPC when the UE roams to an EPC network or handovers from a 5G network to the EPC and needs to add a new PDN connection.

Proposal 13: it is propose to use the term APN as defined in the EPC to identify a Data Network.

1.4 Core Network Functions Identities
In the 5G system, when the a first NF selects a second NF and signalling to it, the first NF provides in some cases to the second NF the identity of the first NF (e.g. when the AMF selects an SMF and forwards NAS SM signalling to the SMF, the AMF provides an AMF Identity to the SMF). The second NF may use the identity of the first NF when later triggering signalling towards the first NF (e.g. to forward NAS SM signalling destined to the UE from the SMF to the AMF).

Proposal 14: In order to enable flexible instantiation of NFs, it is proposed to define NF identities that enable dynamic selection of the NF serving the UE.   

2
Proposal

It is proposed to adopt the following in TS 23.501. 

* * * * Next Change * * * *
5.6
Identities

Editor’s notes: This could include describe different types of identities – permanent and temporary identities.
5.6.1
Permanent Subscriber Identity
A unique 5G Permanent Subscriber Identity (PSI) shall be allocated to each mobile subscriber in the 5G system.

The PSI can have multiple formats, including:

-
Based on IMSI (for 3GPP UEs and for 3GPP subscriptions)

-
Non-IMSI PSI
Editor’s Note: the format of a non-IMSI PSI needs to be defined depending on the use case, and is FFS until SA1 and SA3 work is completed.

The PSI is in the format of a NAI.  
When a UE presents the PSI to the network, a PSI Type must be provided by the UE together with the PSI
Editor’s Note: whether the PSI Type is coded as part of the PSI is a stage 3 detail to be left to CT groups. 
In order to enable roaming scenarios, the PSI contains the address of the home network. The following scenarios are possible:

-
PSI based on IMSI: the address of the home network is the IMSI MCC and MNC

-
PSI in non-IMSI format: 

-
if the entity providing the non-IMSI credentials has an MCC and MNC, the MCC and MNC are included in the PSI and constitute the address of the home network

NOTE X1: 
In some scenarios, operators may have an MCC and an MNC but not use UICC for certain devices or use cases, and can include the MCC and MNC in the PSI. PSI can contain MCC and MNC when the entity providing the non-IMSI credentials (home network) obtains an MNC and MCC. Alternatively, the entity providing the non-IMSI credentials (home network) uses the MCC and MNC of a supporting MNO (e.g. service Provider give the UE the MCC/MNC of a partner MNO). When UE uses the Derived IMSI based on such MCC and MNC, the authentication goes to the partner MNO network and then is routed to the SP. 
NOTE X2: if not MCC and MNC are available, the PSI must contain an address of the home network in a realm format

For interworking with the EPC, in scenarios in which the UE needs to provide an IMSI to the EPC, the UE creates a Derived IMSI from the PSI when the PSI contains an MCC and an MNC. If the PSI does not contain an MCC and an MNC, the UE is not allowed to connect to the legacy EPC. 

NOTE X3: It has to be noted that it is FFS whether there may be scenarios in which a UE might need to provide to the network multiple formats of the PSI, e.g. if a UE has been allocated a PSI in the form of an IMSI and a PSI in a non-IMSI format, the UE provides both to the network.
5.6.2
Permanent Equipment Identifier
A Permanent Equipment Identifier (PEI) is defined for the physical device accessing the 5G system. The PEI can assume different formats for different device types and use cases, however if the UE supports at least one 3GPP access technology, the UE must be allocated a PEI in the IMEI format. The PEI is presented by the UE to the network with an indication of the PEI format being used. 

5.6.3
Service User Identity

The 5G system defines a Service User Identity (SUI) presented by the UE to the network to identify the user/subscriber in NAS procedures. 

The SUI is not used at registration with the 5G system and is not presented to the AMF in order to identify the subscriber. 
The SUI is in NAI format. 

The UE may use the SUI in NAS procedures for the establishment of a PDU session when the establishment needs to be authorized by the external Data Network, and in the creation of a network slice instance when it needs to be authorized by the service provider providing the slice services 
5.6.4
5G GUTI 
Upon successful registration and authentication of the UE, the AMF shall allocate a 5G Globally Unique Temporary Identity (5GGUTI) to the UE. 

The purpose of the 5GGUTI is to provide an unambiguous identification of the UE that does not reveal the Permanent Subscriber Identity or the Permanent Equipment Identifier identity in the 5G System. 
The 5GGUTI allows also the identification of the AMF serving the UE. It can be used by the network and the UE to establish the UE's identity during signalling between them in the 5G system.

The format of the 5GGUTI is independent of the format of the PSI presented by the UE to the AMF.

The 5GGUTI contains:

-
a Temporary Subscriber Identifier (TSI) component uniquely identifying a UE in the scope of a set of serving AMFs. The TSI format is independent of the format of the PSI provided by the UE. The TSI has two logical components:

-
the M-TMSI, used also for IW and mobility to legacy EPC

-
an optional 5G M-TMSI extension, used only in the 5G system, and that is not used when the UE moves to EPC. 5G M-TMSI is used if the number of devices supported requires a numbering space bigger than the M-TMSI.   

-
a Temporary CN Identifier (TCNI) 
-
the address (e.g. the MCC and MNC) of the serving network. 
NOTE X: whether the MCC and MNC of the serving network is coded in the TCNI or is separate is a stage 3 detail.

The TCNI is used to enable the AN to perform the selection for a group of AMFs that stores the UE context (i.e. where the data layer that stores the UE context is located), based on the CN selection algorithm in the AN that considers the TCNI, the MCC, the MNC and other criteria. 

Editor’s Note: The definition of the algorithm is FFS.

In order to enable a UE registered with the 5G core network to move to the EPC, one of the following options needs to be considered, when the AMF allocates the 5GGUTI to the UE, the AMF allocates to a UE that has a subscription enabling access to the EPC also a 5GMMEI to be used only together with the M-TMSI and PLMN ID to derive a GUTI when it moves to EPC.

The following figure describes how a GUTI for the EPC can be derived from the 5GGUTI and the 5GMMEI.
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Figure 5.6.5-1. Mapping of 5G GUTI to EPC GUTI
5.6.6
NAS Transaction Identifier
A NAS Transaction Identifier is defined to identify a set of transactions that consist one "NAS procedure" over N2 and is used in order to transport NAS signaling between a UE to the serving AMF, that serves this particular "NAS procedure". 

The Transaction Identifier is allocated by AMF upon initiation of a "NAS procedure", i.e. upon receiving  a NAS request from the UE or triggering a procedure towards the UE. The NAS Transaction Identifier is transported over N2 to enable the correlation between the UE and/or the AN serving the UE, and the serving AMF. 

NOTE X: The NAS Transaction Identifier does not be the same across NAS procedures (like the GUMMEI is) since every time the UE transitions from NCM-IDLE to NCM-CONNECTED a new AMF can be allocated to serve the UE within the same "data centre" identified by the TCNI. 

Editor’s Note: it is FFS whether the NAS Transaction Identifier is provided to the UE. 

5.6.6
Access Point Name
In the 5G system a Data Network is identified by an Access Point Name (APN). The APN is a label according to DNS naming conventions describing the access point to the packet data network (or a wildcard).
5.6.7
PDU Session Identity
The UE allocates a unique PDU Session Identity when requesting a new PDU session. The PDU Session Identity is defined in XXX. 

5.6.8
Tracking Area Identity

This is the identity used to identify tracking areas. The Tracking Area Identity is constructed from the MCC (Mobile Country Code), MNC (Mobile Network Code) and TAC (Tracking Area Code).

5.6.9
Closed Subscriber Group ID

A CSG ID is a unique identifier within the scope of PLMN defined in TS 23.003 [9] which identifies a Closed Subscriber Group (CSG) in the PLMN associated with a CSG cell or group of CSG cells.

5.6.10
AMF Identity

In the 5G system, when the AMF selects an SMF and forwards NAS SM signalling to the SMF, the AMF provides an AMF Identity to the SMF. The SMF uses the AMF identity when triggering signalling towards the AMF (e.g. to forward NAS SM signalling to the UE).   

5.6.11
SMF Identity
In SM procedures, the AMF (for both the LBO and Home Routed case) stores an association of the PDU Session and SMF Identity for a PDU Session for the UE. In the Home Routed case, the V-SMF (respectively the H-SMF) stores an association of the PDU Session and H-SMF Identity (respectively V-SMF) for a PDU Session for the UE.

In case of stateless functions, the SMF(s) (either V-SMF or H-SMF) serving a PDU session in SM procedures subsequent to the PDU session establishment may be different from the SMF(s) used at previous SM procedures for the same PDU session. Therefore, the SMF Identity corresponding to a PDU Session Identity for a specific UE needs to enable the entity using it to address the correct SMF capable of processing SM procedures for the specific PDU session and the specific UE. 
* * * * Next Change * * * *
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